**[NAME]**

Number

Email

Github

Linkdin

**EDUCATION**

Bachelors in Cybersecurity School, Expected 2025

**CERTIFICATIONS**

CompTIA Security+

CompTIA Network+

**EXPERIENCE**

**Company:** Ryvora (Training Environment) [Placeholder]- Present

**Title:** Cybersecurity Analyst

* Conducted end-to-end analysis of a phishing campaign targeting Microsoft 365 users, including email header inspection, SPF/DKIM/DMARC validation, and malicious URL investigation.  
  Utilized Microsoft 365 Message Trace and Defender to trace message delivery, identify recipients, and map potential exposure within the organization.
* Extracted and documented Indicators of Compromise (IOCs) to support incident response workflows.  
  Developed mitigation plans involving domain/IP blocking, user awareness campaigns, and policy adjustments.
* Mapped investigation steps to MITRE ATT&CK T1566.002 – Phishing: Spearphishing Link.

**SKILLS AND TECHNOLOGIES**

Email Forensics, Microsoft 365 Security, DMARC/SPF/DKIM Analysis, Threat Hunting, Incident Response Documentation, SIEM Monitoring, MITRE ATT&CK Framework